Manual

RAVAS

Xpico WLAN module inside RAVAS indicators

RAVAS indicators can be equipped (option) with a WLAN module — this to respond to IT systems
which poll for weight information. The RAVAS indicator will get a dedicated IP address.

A customer has to provide a full WLAN coverage in the warehouse using Access Points.

The operator gives a command to the main application on the server to poll for the weight at a
certain RAVAS weight indicator (using GG command) - The weight indicator responds by sending the

actual display value.

Infrastructure connection

Ad-hoc connection with iPad or smartphone
to change settings and parameters
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Infrastructure connectionto server

l poll (with GG command) for the weight to be transferred

(Connection can also by WLAN)

<y

router/ acces point

RAVAS

WMS sends: GG <CR>
Scaleresponse: xxxx kg

Note:

The WLAN module inside the
weight indicator can handle

and an infrastructure connection
and an ad-hoc connection at the
same time



RAVAS

Configuring the WLAN connection with the Xpico using a laptop

Important note:
You will see the name of the Xpico SSID in your list of WLAN signals
There are two models of Xpico

o XpicoOWIiFi_XXXXXXX

e Xpico240_XXXXXXX

Please make sure you also use the correct manual !!

Step 1: select the WLAN connection manager.
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Step 2: connect to the XpicoWiFi_A0217B (last six digits depend on the address of the Xpico
installed). By default the SoftAP mode is enabled with a default SSID of XpicoWiFi_xxxxxx. Where
XXXxxx are the last six characters of the unique xPico Wi-Fi serial number. This number is available on
the module label. For example if the serial number on label were 0080A398010E then the SSID would
be XpicoWiFi_98010E.
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, / SERIAL NUMBER

Step 3: Using the Wi-Fi Connection Manager of your connecting device the above SSID should be
presented as an available connection choice. Select the SSID and follow the device connection
manager instructions to continue to connect.

The default security for xPico Wi-Fi SoftAP is WPA2 and the passphrase is XPICOWIFI. These defaults
can be changed through the configuration web manager after the initial connection has been
established.

When prompted enter the passphrase to complete the Wi-Fi connection authentication process.
With a Wi-Fi client set to the above parameters, your device can connect directly to the xPico Wi-Fi
Soft AP. In the WLAN manager you will see the connection being established.
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Step 4: Open a standard browser (E.g. Internet Explorer®, Firefox®, Chrome™, Safari® etc.) and in the
address field of the browser enter the following URL; xpicowifi.lantronix.com or alternatively use
192.168.0.1 as the IP Address.

When prompted enter the username of admin and password PASSWORD to access the Configuration
and Management Web pages as shown below.
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xPico Wi-Fi

LANTRONIX

QuickConnect
Status Product Information
- Product Type: xPicoWifi
i st Firmware Version: 1.3.0.1R4
c Build Date: Dec 52014 (17:17:11)
Clock Serial Number: 00B0A3A0217B
peee Uptime: 0 days 00-39:47
[}?aunoshr.s Permanent Config: saved
D_ISCO\I’E[]' Network Settings
fle Sysiem | P
State: Up
SSID: XpicoWiFi_A0D217B
Security Suite: WPAZ2
IP Address: 192.168.50.1/24
(Imeracewdan0 |
Connection State: Cennected
Radio Firmware Version: 241
L= Active WLAN Profile: RAVAS-GUEST
i IP Address: 192.168.50.158/24
il b Default Gateway: 192.168.50.252
Hostname: RAVAS-GUEST
Primary DNS: 8.8.8.8
Secondary DNS: 8844

9600, None, 8, 1, None

Line 1: T

: ] 9600, None, B8, 1, None
Kt Command Line
Tunneling ::;?:Iipt l.;‘zg:ect
Tunnel 1: 1 Active Disabled
Tunnel 2: Inhibited Inhibited

QuickConnect ( WLAN O - infrastructure )

RAVAS

QuickConnect offers the ability to configure the WLAN Client interface on xPico WiFi to establish
connection to an active Access Point. QuickConnect learns most of the connection properties from
the available Access Points and prompts the user only for the security parameters and saves the

settings under a corresponding new/existing WLAN profile for future autonomous operation of the

WLAN Client interface.

4 | of 10 pages

04-07-2019



RAVAS

xPico Wi-Fi o

QuickConnect . This shows of the
o WLAN Link Scan i il S

device. Up to 20 networks sorted by
AES Credentials Network name: | || Scan | . o s

name (Service Set Identifier), Basic
Service Set IDentifier, Channel
number, RﬂnenedSigﬂStrengﬁl

- Indication and Security Suite
e RAVAS-GUEST BEAEDCEDEES) [« | TN | e o I S
Diagnostics RAVAS-SECURED2 | 64:AE:DC:ED:E2:82 | 1 :E-IdB.m.. WRAZ-CCMP
Discovery T
File System RAVAS SECURED? | 68:86:A7FC:ENT2 | 11 FMS WPAZ-CCMP
Sy EEEEE | WPA2-CCMP-
68:86:A7.FC:ELT0 [ 11 | TN i
R HEEEN | WPAZ-CCMP-
RAVAS-GUEST eaaeATFCELTH (11| MMM b
Mueller Nederland DD:30FF.FTASED | 11 WPAZ-CCMP
Mueler Rederisnd -84 dBm
Mueller Gast D0:50:7F:FT-AS:81 11 WRAZ-CCMP
Muefler Gast -85 dBm

Tunnel
Users
WLAN Profiles

Copynight © Lantronix. Inc. 2007-2014. All nghts reserved.

Upon selection of the QuickConnect option, the xPico Wi-Fi scans and displays up to 20 wireless
devices in order of strongest signal strength at the top. Click on a network name to view the
connection to that desired Access Point.

When the selected Access Point profile displays, enter the password and click Submit to directly
connect to the Access Point and to add the profile and configuration details to the WLAN profiles.

Network Name (551D): RAVAS-jacob
BSSID: CO:4A:00:AD0:8F:54
Security Suite: WPAZ-CCMP
Signal Strength: 63 dBm

Security
Key Type: (® Passphrase ) Hex

Password: |

Advanced

| Apply | | Test Connection | | Submit |

Once added, the Quick Connect profile is connected and is accessible and configurable through
WLAN Profiles.
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RAVAS
Configure a Hostname:
It can be very useful to have a hostname so you can identify the Xpico module in the customer
network.

To do this:
Network / Wlan0 / interface / Configuration >> Hostname

It is advised to set the DHCP to enabled.

For use of a static IP address follow next steps:
To enter a static IP address, go to Network / WlanO / interface / Configuration
Enter the necessary information. Make sure that “DHCP Client” is set to “Disabled”

xPico Wi-Fi o

QuickConnect [Logout]

Th setil riain to th
Status ap0 P e

AES Credentials To see the effect of:;me selections
: after a reboot, view the

CLI Server Interface | Link el B : .

will take effect after reboot or

CPM sleep
Status | Configuration wake 'mm SRy
Clock When sp0 is ensbled, DHCP Server

will assign IP addresses to ap0's

Device
£ & chients. DHCP Server manages up
DEmoshes Interface wlan0 Configuration to 4 simultaneous clisnts. (Orlly 2 i
wianl is enabled )

Discovery = P

- State: ®) Enabled ' Disabled
File System -
HTTP Server DHCP Client: OEnab IeDisabIed
Line IP Address: [192.168.123 45/24 |
B Default Gateway: |[192.168.123.1
Emulation
Monitor Hostnar@ Scale 12 |
NTP Primary DNS: 192.168.123.1
Network

Secondary DNS: 0.0.00

Power
Radio MSS: 1460 bytes

Tunnel

User
WLAN Profiles

Copyright © Lantronix, Inc. 2007-2018. All rights reserved.

Connection problems:
If you have problems with communicating to the port. You could try to set a timeout of the port. It

will disconnect the port automatically after the entered time.

To do this:
Tunnel / Tunnell / interface / Disconnect
you can set the timeout time in ms
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xPico Wi-Fi o

QuickConnect [Logout]
Status Tunnel 2 dhess w‘m";‘;_
AES Credentials

CLI Server Status  Line Packing

CcPM Accept Connect

Clock

Device Tunnel 1 Disconnect Configuration

Diagnostics

Discovery Stop Character: |4Ncne> |

File System Flush Stop Character: ® Enabled O Disabled

HTTP Server Modem Control: (O Enabled ® Disabled

Line Timeout: 10000| * | milliseconds

Modem

Emulation Flush Line: (O Enabled ® Disabled

Network
Power

Radio

sPl

Tunnel

User

WLAN Profiles

Copyright @ Lantronix, Inc. 2007-2018. All rights reserved.

Settings RIS/RDM/ONLINE protocol !!
xPico Wi-Fi o

QuickConnect Logout]
Status Tunnel Accept confrols how &
AES Credentials sttempt originates from the network.
CLI Server Status  Line Packing
CPM Connect Disconnect
Clock
Device Tunnel 1 Accept Configuration
Diagnostics
P Mode: Always v
File System Local Port: 10001 |
HTTP Server Protocol: TCP v
Li = >
e Flush Line: O Enabled ® Disabled
Modem - —
Emulation Block Line: ) Enabled @ Disabled
Monitor Block Network: ) Enabled ® Disabled
LI Password: ‘
Network

Power
Radio
SPI
Tunnel

User
WLAN Profiles

Copyright ® Lantronix, Inc. 2007-2018. All rights reserved

The settings for RIS/RDM or Online are basic settings which are set by default.
Port 10001 is the standard port we use, but is changeable when necessary.
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Settings RDC protocol only !!

xPico Wi-Fi

QuickConnect

LANTRONIX
Tunnel Connect controls how &
Status Tunnel 2 ol eI ol on

AES Credentials
Status  Line

Packing

Accept Disconnect

Device Tunnel 1 Connect Configuration
Diagnostics

= Mode: Always |
Discovery — =
File System Local Port: |<Random=> \

Host 1: 192168 0.105:5555 TCP [Edit]

Line Host 2¢ <Mone> [ Edit]
m?::mn Connections: | Sequeﬁiiél A
Monitor 'Il?ime' |15 seconds |
NTP —
iy Flush Line: ' Enabled '® Disabled
Power Block Line: ') Enabled '® Disabled
Radio Block Network: | ' Enabled ® Disabled

Tunnel

Users
WLAN Profiles

Copyright @ Lantronix, Inc. 2007-2015. All rights reserved.

Weight information is sent by the indicator using the PRINT key and using Wi-Fi.

The Xpico inside the RAVAS 3200 or 5200 indicator has to send the data to the RDC server.
Therefore the Xpico needs to know the static IP address of the RDC server.

To do this, go to:
Tunnel / Tunnel 1/ Connect / Host 1 >> click on [edit]

Tunnel 1 Connect Configuration

Mode:

Disable v]

Local Port:

Host 1 T Sammary 1]

Address: [192188050 ]
Port: [5555—]

Protocol: TCP v

Initial Send:

Address: > enter the static IP address of the server
here. This can be found via the RDC application
running on the server. Go to the menu [?/About].
Port: > enter 5555

Click on Save / confirm to store this entries permanently
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Technical data Xpico

> Wireless LAN Interface
= [EEE 802.11 b/g and IEEE 802.11n (single stream)
WLAN interface (2.4 GHz anly)
= IEEE 802.11 d/h/if1 kfw/T

= u.FL connector for external antenna

-

> Host Interface
= Dual Serial Port, SPI, USB 2.0* (device)
« 8 GPIO

» Networking Capabilities

+ Soft Access Point with DHCP Server

» Lantronix SmartRoam™ Technology*® continually tracks
Wi-Fi gignal strength within range, along with pre-
authentication and caching resulting in smooth and
automatic transition to access paints without delay.

» QuickConnect: Dynamic Profiles facilitate easy and rapid
Connections to access points

> Architecture
* ARM Cortex M3 class processor with on-chip Flash and
SRAM
* 1MB Flash and 128 KB SRAM
+ 1MB 5PI Flazh storage

> Power
» Input Voltage: 3.3VDC
* Low power consumption of approximately 6pA standby

+ Certifications: FCC, IC, EU, Japan, UL, CE,

Addresses and Port Numbers

Hardware Address

Serial Interface

= Two Serial CMOS Poris (3.3V, 5V tolerant)

= 300 to 921.6 Kbps

= Flow control XON/XOFF, RTS/CTS (SPort 1 only)
= Lantronix tunneling application

= Network Protocols

« TCR/IP, UDP/IP, DHCP, ARF, ICMP, DHCP, Auto-IP, DMS,
SMMPv1

> Management and Control
» Web Servet - Landing Page
» CLI (Serial Monitor Port)
= XML import and Export (XCR)
» Field upgradable firmware (OTA)

= Security
+ [EEE 802.11i Support — WPA-Personal, WPA2-Personal
* 256-bit AES Encryption®

= Physical Interface
= 40-pin Board-to-Board SMT Connector

» Environmental
= Operating Temperature: —40° to +85°C
- For operation over +70° C a thermal pad is required
= Storage Temperature : —40° to +85°C
= Relative Humidity: 0% to 90% non-condensing

AUMNZ

The hardware address is also referred to as the physical address or MAC address, and can be
found on the product label of the device. Sample hardware address:

+« 00-80-A3-FF-FF-FF

¢ 00:B0:R3:FF:FF:FF

IP Address

Every device connected to an IP network must have a unique IPv4 address. This address

references the specific unit.

Port Numbers

Awvailable IP address port numbers enabled and accessible on the xPico Wi-Fi unit include the

following:

+ TCP Port 80: HTTP Server (\WWeb Manager configuration)

+ TCP Port 10001: Tunnel (Line 1)
+ TCP Port 10002: Tunnel (Line 2)
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Product Information Label

The product information label on the unit contains the following information about the specific unit:
+ Lantronix Datamatrix Code

Product Revision

Part Number

Serial Number Hardware Address (MAC Address)

Manufacturing Date Code

* * + »

Figure 2-1 xPico Wi-Fi Product Label

Revision Mumber I:Canada Fadio IO

%7

m
Lin]

Product Modal—————®»MODEL: xPICO WI-Fi ‘2
Part Mumber—" 2
™

Japan Certification Mumber— a
-

#—FCC Radia ID

Japan Radio Equipmeant Mark IEI
I,I | Lantronix Datamatrix Barcode
Japan Telecommunication Mark I SN-00BOAIFFEEFF 13W18
LANTRONI HINA 03 T Manufacturing Date Code

Serial Mumber  Country of Crigin

MONdX —v 198
MODDIdXEDY Ol O

Configuration methods

For the unit to operate correctly on a network, it must have a unique IP address on the network.
There are three basic methods for logging into the device server to assign an IP address and
configure the unit:

* Device Installer: Assign an IP address and view the current xPico configuration using a Graphical
User Interface (GUI) on a PC attached to a network. (See 3 Using Device Installer.)

* Web-Manager: Through a web interface, configure the xPico and its settings using the xPico’s
Web-Manager. (See 4 Configuration Using Web Manager

* Serial & Telnet Ports: There are two approaches to accessing Serial Mode. Make a Telnet
connection to the network port (9999) or connect a terminal (or a PC running a terminal emulation
program) to the unit’s serial port. (See 5 Configuration via Telnet or Serial Port (Setup Mode) )

Reference Documentation

For more information on the use and operation of the xPico Wi-Fi Device Server please refer to the
latest product documents which are available on the Product Website.
https://www.lantronix.com and key in the Site Search box ‘Xpico’

RAVAS Europe B.V.
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